# **Slides summary**

|  |  |
| --- | --- |
| **CTF platform** | Description |
| [PicoCTF](https://picoctf.org/) | 1. Educational platform: picoCTF is a free, online cybersecurity competition for middle and high school students. 2. Gamified learning: It offers a series of challenges that teach hacking techniques through engaging gameplay. 3. Skill development: Students learn reverse engineering, cryptography, web exploitation, and binary exploitation through hands-on challenges. |
| [HackTheBox](https://www.hackthebox.com/) | 1. Penetration Testing Playground: HackTheBox is an online platform for testing and advancing cybersecurity skills. 2. Real-world Scenarios: It provides virtual machines and challenges that simulate real-world hacking scenarios. 3. Community-driven: Users can create and share their own challenges, fostering a collaborative learning environment. |
| [Pwn.college](https://pwn.college/) | 1. Academic focus: pwn.college is an educational platform designed for university-level cybersecurity education. 2. Structured Curriculum: It offers a comprehensive, semester-long course covering various aspects of offensive security. 3. Practical Exercises: Students engage in hands-on exercises to learn exploitation techniques and defensive strategies. |
| [FlagYard](https://flagyard.com/) | 1. CTF platform: Flagyard is a Capture The Flag platform focusing on web security challenges. 2. Web exploiation: It offers a range of web-based challenges to improve hacking skills. 3. Community driven: Users can create and share their own challenges, fostering collaborative learning. |
| [CTF101](https://ctf101.org/) | 1. Beginner friendly: CTF101 is an introductory platform for those new to Capture The Flag competitions. 2. Foundational knowledge: It provides basic concepts and techniques essential for participating in CTF events. 3. Guided learning: The platform offers step-by-step tutorials and resources for various CTF categories. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| CTF platform | Target Audience | Focus Area | Challenge Types | Type |
| [PicoCTF](https://picoctf.org/) | Students | General Cybersecurity | Varied | Freemium |
| [HackTheBox](https://www.hackthebox.com/) | Professionals | Penetration Testing | Machine Hacking | Premium |
| [Pwn.college](https://pwn.college/) | University Students | Offensive Security | Structured Courses | Freemium |
| [FlagYard](https://flagyard.com/) | Web Security Enthusiasts | Web Exploitation | Web Challenges | Freemium |
| [CTF101](https://ctf101.org/) | Beginners | CTF Basics | Introductory Challenges | Freemium |
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